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1. Discussion
In Section 6.1.3.2 Function description, Step 1 is to describe what information a UE can provide to RAN such that RAN can select an appropriate Common CP Function (CCPF) for this UE’s authentication and authorization according to the information provided by this UE. In Step 1, it provides three UE conditions:
1. A UE first connects to the operator’s network or registers to the PLMN for the first time and there is no sufficient information for this UE’s authentication and authorization.
2. A UE provides a DCN-ID along with its network connection request.
3. A UE provides a temporary UE identity along with its network connection request.

However, for the condition that a UE provides a DCN-ID along with the network connection request to the RAN, it may happen that the RAN cannot select a CCPF which matches the DCN-ID provided by this UE. For the other condition is that a UE provides a temporary UE identity to RAN but RAN cannot connect to a CCPF according to the information extracted from the temporary UE identity. In order to clearly describe the reaction that how the RAN deals with the DCN-ID not supported (i.e., un-supported DCN-ID) and temporary UE identity, this contribution is to propose as follows:

Proposal 1: If a UE provides DCN-ID not supported (i.e., un-supported DCN-ID) in the RAN, RAN can forward un-supported DCN-ID to CCPSF in default CCPF and then goes to Step 2.
Proposal 2: If a UE provides an invalid temporary UE identity, RAN can forward this invalid temporary UE identity to CCPSF in default CCPF and then goes to Step 2.

2. Proposal
It is proposed to add the following to the TR 23.799.
* * * Start of Changes * * * 
[bookmark: _Toc462853950]6.1.3	Solution 1.3: Support of multiple connections to multiple Network Slices
This solution is to solve the key issue#1 on support of network slicing.
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Figure 6.1.3-2 Signalling flow for supporting connections with multiple Core Network Instances
1.	When a UE first connects to the operator's network or registers to the PLMN for the first time and there is no sufficient information for the RAN to route this network connection request to an appropriate Common C-Plane Function, the UE sends a network connection request to the RAN, which is then further forwarded to the default Common C-Plane Function. The flow continues in step 2. 
If the UE provides the DCN-ID along with this network connection request, but does not provide a Temporary UE identity, the RAN uses this DCN-ID to determine an appropriate Common CP that supports this DCN-ID, and the flow continues in step 4. In addition, the UE may provide other information, e.g., Service Type and/or DNN along with this network connection request. If a UE provides DCN-ID not supported (i.e., un-supported DCN-ID) in the RAN, RAN can forward un-supported DCN-ID to CCPSF in default CCPF and then goes to Step 2.
If the UE provides the Temporary UE identity, the RAN uses the Temporary UE identity to determine a Common CP function specific for CNI-1 and CNI-2 and, the flow continues in step 4. In addition, the UE may provide other information, e.g., DCN-ID, Service Type and/or DNN along with this network connection request. If a UE provides an invalid temporary UE identity, RAN can forward this invalid temporary UE identity to CCPSF in default CCPF and then goes to Step 2.
NOTE 1:	When the UE sends a request to connect to an operator's network, a UE may request to establish a session for a particular service by sending the DNN along with this network connection request. If this is the case, after the authentication and authorization in step 6 has been performed, the C-CPF specific for CNI-1 and CNI-2 will establish the session for the request service like similar to step 9, 10 and 11.
2.	The CCPSF located in the default C-CPF determines which Common C-Plane function to be connected to by taking into account information in the network connection request from a UE in step#1. In addition, other information from the subscription database may be also considered. For example, the UE's subscription may indicate that for this UE, the operator should set up a session with the particular CNI. In this signalling flow example depicted in Figure 6.1.3-2, this is the Core Network Instance#1.
In case the default C-CPF determines that it will serve this UE's network connection request, it either continues with the authentication and admitting the UE to attach/connect to operator's network or reject this UE's network connection request and hence this procedure ends in this step. It is to note that this specific case is not depicted in Figure 6.1.3-2 for simplicity of the signalling flow.
Editor's note:	It is FFS, if authentication of UE to access operator's network should occur before the NSSF/CPSF selects Core Network Instance.
3.	The default C-CPF sends a response to the RAN node with the Common C-Plane function specific for CNI-1 and CNI-2, for which the UE to attach. Same content of UE's network connection request in step#1 and may also include e.g. DCN-ID from step#2 is also sent back to the RAN.
Editor's note:	whether a default CCPF will communicate directly with the C-CPF specific for CNI-1 and CNI-2 is FFS, i.e. without redirecting the "network connection request" to the C-CPF specific for CNI-1 and CNI-2.
4.	If the UE provides a Temporary UE identity, this means that the UE has been once registered at the PLMN, and the CN has provided the UE the DCN-ID, which the UE should be connected. Hence, the RAN uses only the Temporary UE identity to route the NAS message to the appropriate Common CP function.
In case there is a pool of Common C-Plane Functions that are dedicated for this UE Usage Type and/or for this DCN-ID provided by the UE or by the default Common C-Plane Function in step#3, the RAN node performs NAS Node Selection Function (NNSF) similar to what we have for the NNSF in eNB .
5.	The RAN node routes the UE's network connection request to the Common C-Plane Function specific for CNI-1 and CNI-2 . Along with this request, it may contain other information like the DNN to enable the C-CPF specific for CNI-1 and CNI-2 to select a CNI that is specific for a certain Service Type. If the C-CPF specific for CNI-1 and CNI-2 rejects the UE’s network connection request, the C-CPF specific for CNI-1 and CNI-2 sends a NAS reject message to the UE.
6.	Authentication and admitting the UE to attach/connect to operator's network is performed.
NOTE 2:	In this step, the key for decrypting NAS message between the UE and the Common CP function specific for CNI-1 and CNI-2 is also provided.Exact details of UE authentication and UE's subscription verification for step 7 are out of scope of this solution.
7.	The Common CP function specific for CNI-1 and CNI-2 sends a network connection accept response to the UE. In this response, it contains the Temporary UE identity and the information, for which the UE is to be configured, e.g., which DCN-ID, its corresponding Service Type and/or corresponding DNN that the UE is allowed to connect. In case, the DCN-ID newly provided does not match to the ones that the UE already has, the DCN-ID(s) will be configured at the UE. 
8.	UE requests for establishment of a session for a communication service (e.g. service#1 that is provided by the Core Network Instance#1) by sending an SM request for a new PDU session. In this PDU session request, the UE provides the DCN-ID and DNN.
9.	The RAN forwards the PDU session request to an appropriate Common C-Plane function specific for CNI-1 and CNI-2by using the DCN-ID information sent by the UE.
10.	The NSSF in the C-CPF specific for CNI-1 and CNI-2selects C-Plane Function of the Core Network Instance#1 by using the DNN information that can be mapped to represent the Service Type that the CNI supports in the PDU session request, and forwards the UE's PDU session request for the service#1 to the CPF-1 in Core Network Instance#1 ( CNI-1 CPF-1), which is responsible for session management in CNI#1. Note that this forwarded PDU session request still contains the information that has been sent by the UE such as the UE Usage Type, DCN-ID and DNN.
11.	The CPF-1 in Core Network Instance #1 sends the session setup message to the UPF-1 in Core Network Instance #1 for session establishment. After a successful session establishment, the CPF-1 in Core Network Instance#1 sends the session response back to the C-CPF specific for CNI-1 and CNI-2.
12.	The C-CPF specific for CNI-1 and CNI-2sends a new service response back to the UE via the RAN. After this step, the UE is successfully connected to Core Network Instance #1 with an active PDU session.
13.	UE requests for the establishment of another session for a new communication service that is of a different service type than the previous service. In this PDU session request, the UE provides the Temporary UE identity, UE Usage Type, DCN-ID, and Service Type and/or DNN.
14.	The RAN determines the Common C-Plane Function specific for CNI-1 and CNI-2  by using the Temporary UE identity sent by the UE and forwards the PDU session request to the Common C-Plane Function specific for CNI-1 and CNI-2.
15.	The C-CPF specific for CNI-1 and CNI-2 selects C-Plane Function of the Core Network Instance#2 by using the DNN information in the PDU session request, and forwards the UE's service request for the new service to the CPF-1 in Core Network Instance#2 (i.e. CNI-2 CPF-1), which is responsible for session management in CNI#2. Note that this forwarded PDU session request still contains the information that has been sent by the UE such as the UE Usage Type, DCN-ID, and Service Type and/or DNN.
16.	The CPF-1 in Core Network Instance #2 sends the session setup message to the UPF-1 in Core Network Instance #2 for session establishment. After a successful session establishment, the CPF-1 in Core Network Instance#2 sends the session response back to the C-CPF specific for CNI-1 and CNI-2.
17.	The C-CPF specific for CNI-1 and CNI-2 sends a new service response back to the UE via the RAN. After this step, the UE is successfully connected to Core Network Instance #2 with an active PDU session.

* * * End of Changes * * * 
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